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COMUNE DI DAMBEL 

PROVINCIA DI TRENTO 

 
INFORMATIVA SUI TRATTAMENTI DI DATI PERSONALI EFFETTUATI PER LA GESTIONE DELL’ATTIVITÀ DI 

VIDEOSORVEGLIANZA 
 

La informiamo che il Regolamento UE 2016/679 (GDPR) e il Decreto legislativo 196/2003 hanno ad oggetto 

la protezione delle persone fisiche con riguardo al trattamento dei dati personali.  

L’art. 13 del GDPR prevede che il soggetto i cui dati vengono trattati (Lei, in qualità di interessato) venga 

debitamente informato sul trattamento medesimo. 

Qualora i trattamenti siano effettuati dalle autorità competenti a fini di prevenzione, indagine, accertamento 

o perseguimento di reati o esecuzione di sanzioni penali, incluse la salvaguardia contro minacce alla 

sicurezza pubblica e la prevenzione delle stesse, nei casi previsti dalla legge, l’informativa è resa ai sensi 

dell’art. 10 del d.lgs. 51/2018. 

 

 
TITOLARE  

 
TITOLARE E CONTITOLARE DEL TRATTAMENTO 

 

Chi decide le 

modalità e le 

finalità del 

trattamento? 

L’Ente, in qualità di titolare del 

trattamento, decide le modalità 

e le finalità del trattamento. 

 

 

COMUNE DI DAMBEL  

con sede a Dambel (TN) in via G. Garibaldi 33 

• e-mail: comune@comune.dambel.tn.it  

• sito internet: www.comune.dambel.tn.it  

• PEC: comune@pec.comune.dambel.tn.it  

 

L’Ente eroga il servizio in gestione associata con i Comuni di 

Campodenno, Cis, Cles, Contà, Dambel, Denno, Predaia, Sanzeno, 

Sfruz, Sporminore e Ton i quali si configurano come contitolari del 

trattamento 

 
RPD 
 

 
RESPONSABILE PER LA PROTEZIONE DATI 

 

Chi è il RPD? 

Il Responsabile per 

la protezione dei 

dati (RPD) è il soggetto 

individuato dal titolare del 

trattamento che svolge funzioni 

di supporto e controllo, 

sull’applicazione del 

Regolamento UE. 

 

 

 

 

 

 

 

 

CONSORZIO DEI COMUNI TRENTINI  

con sede a Trento, in via Torre Verde 23  

• e-mail servizioRPD@comunitrentini.it 

• sito internet www.comunitrentini.it  

 

 
DATI 
 

 
CATEGORIE DI DATI PERSONALI TRATTATI 

mailto:comune@comune.dambel.tn.it
http://www.comune.dambel.tn.it/
mailto:comune@pec.comune.dambel.tn.it
mailto:servizioRPD@comunitrentini.it
http://www.comunitrentini.it/
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Quali dati 

raccogliamo? 

Raccogliamo 

diverse categorie 

di dati personali, 

a seconda della finalità del 

trattamento. 

 

• dati identificativi semplici (es. immagini di persone, targhe, … ) 

 

 

Non sono in alcun modo raccolti dati audio e dati biometrici. 

 

 
FONTE 
 

 
FONTE DEI DATI 

 

Dove sono stati 

raccolti i dati? 

I dati possono 

essere raccolti 

direttamente 

presso l’interessato, oppure 

presso enti terzi che ne hanno 

fatto comunicazione al titolare 

del trattamento. 

 

 

I dati sono stati raccolti presso l’interessato (lei medesimo). 

 

 
SCOPO 
 

 
FINALITÀ DEL TRATTAMENTO 

 

 

 

 

 

 

 

 

A che scopo 

trattiamo i Suoi 

dati? 

Il trattamento dei Suoi dati è 

realizzato per diverse finalità. 

 

 

 

 

 

 

 

 

 

 

 

 

 

I dati personali vengono raccolti e trattati per le seguenti attività: 

 

• tutela della sicurezza urbana e della sicurezza pubblica;  

• tutela del patrimonio comunale;  

• tutela della protezione civile e della sanità pubblica;  

• tutela della sicurezza stradale;  

• tutela ambientale e polizia amministrativa;  

• prevenzione, indagine, accertamento e perseguimento di reati 

o esecuzione di sanzioni penali  

 

 

 

 

 

 

 

 

 
CONDIZIONI 
 

 
BASE GIURIDICA DEL TRATTAMENTO 
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Quale 

condizione 

rende lecito il 

trattamento? 

Il trattamento, 

per essere lecito, deve essere 

fondato su un’adeguata base 

giuridica. 

 

I dati sono trattati per l’esecuzione di un compito o di una 

funzione di interesse pubblico. 

 

• Regolamento UE n. 2016/679 del 27 aprile 2016 (GDPR) 

• d.lgs. dd. 30 giugno 2003 n. 196 e ss.mm. (Codice privacy) 

• direttiva UE n. 2016/680 del 27 aprile 2016 (Direttiva su 

prevenzione, indagine, accertamento e perseguimento di reati o 

esecuzione di sanzioni penali) 

• d.lgs. dd. 18 maggio 2018 n. 51 (decreto attuativo direttiva 

2016/680) 

• d.P.R. 15 gennaio 2018 n. 15 (Regolamento relativo al 

trattamento dei dati effettuato, per le finalità di polizia, da organi, 

uffici e comandi di polizia) 

• art. 4 della L. 300/1970 (Statuto dei Lavoratori) 

• provvedimento del Garante in materia di videosorveglianza di 

data 8 aprile 2010 

• linee guida EDPB n. 03/2019 

• art. 61 della L.R. n. 02/2018 e ss. mm. (Codice degli Enti Locali 

della Regione Autonoma Trentino-Alto Adige) 

• art. 6 del decreto-legge dd. 23 febbraio 2009 n. 11 (Misure 

urgenti in materia di sicurezza pubblica e di contrasto alla 

violenza sessuale, nonché in tema di atti persecutori 

• decreto-legge dd. 20 febbraio 2017, n. 14 (Disposizioni urgenti in 

materia di sicurezza delle città)  

• d.P.R. 22 giugno 1999, n. 250 (Regolamento recante norme per 

l'autorizzazione alla installazione e all'esercizio di impianti per la 

rilevazione degli accessi di veicoli ai centri storici e alle zone a 

traffico limitato, a norma dell'articolo 7, comma 133-bis, della 

legge 15 maggio 1997, n. 127”) 

• art. 12 del D.lgs. 285/1992 e ss. mm. (Codice della Strada);  

• circolare Ministero dell'Interno dell'8 febbraio 2005, n. 558/N471 

- Sistemi di videosorveglianza. Definizione di linee guida in 

materia 

• circolare Ministero dell’Interno del 21 luglio 2017, Prot. n. 

300/A/5620/17/144/5/20/3 - Direttiva per garantire un'azione 

coordinata delle Forze di Polizia per la prevenzione e il contrasto 

ai comportamenti che sono le principali cause di incidenti 

stradali 

• circolare Ministero dell'Interno del 03 luglio 2020, Prot. n. 

300/A/4684/20/127/9 - Contestazione differita delle violazioni di 

cui agli artt. 80 e 193 del Codice della Strada  

• circolare Ministero dell’Interno del 18 gennaio 2022, Prot. n. 

0003118 - Soluzioni tecnologiche per la ripresa di immagini da 

parte degli operatori dei Reparti Mobili nei servizi di ordine 

pubblico 

• d.lgs. 152/2006 (TU ambiente) 

• legge provinciale 11/2007 (legge provinciale sulle foreste e sulla 

protezione della natura) 

• legge provinciale 9/2011 (disciplina delle attività di protezione 

civile in provincia di Trento) 

• regolamento dell’ente in materia di videosorveglianza e 

disciplinare richiamato 

 
MODALITÀ 
 

 
MODALITÀ DEL TRATTAMENTO 
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I Suoi dati 

sono al 

sicuro? 

Nel trattare i 

Suoi dati adottiamo specifiche 

misure di sicurezza per 

prevenire la perdita, gli usi 

illeciti o non corretti e gli 

accessi non autorizzati ai tuoi 

dati personali. 

 

I dati sono trattati con strumenti informatici o manuali e tramite 

procedure adeguate a garantirne la sicurezza e la riservatezza. Il 

trattamento è effettuato, esclusivamente per le finalità sopra 

indicate, da personale specificamente autorizzato in relazione ai 

compiti e alle mansioni assegnate e nel rispetto del segreto 

professionale e del segreto di ufficio. 

Abbiamo adottato specifiche misure di sicurezza per prevenire la 

perdita dei dati personali, usi illeciti o non corretti ed accessi non 

autorizzati. 

Le specificità del sistema di videosorveglianza, il processo di 

gestione dei dati personali e le tipologie degli strumenti utilizzati 

sono indicate  nel disciplinare-programma pubblicato al link 

https://www.comune.dambel.tn.it/Amministrazione/Documenti-

e-dati/Documenti-funzionamento-interno/Disciplinare-

Programma-per-utilizzo-impianti-videosorveglianza  

È esclusa l’esistenza di un processo decisionale automatizzato, 

compresa la profilazione. 

 
CONSERVAZIONE 
 

 
PERIODO DI CONSERVAZIONE DEI DATI 

 

Per quanto 

tempo 

conserviamo i 

Suoi dati? 

Conserviamo i Suoi dati per un 

periodo di tempo che varia in 

base alle finalità del 

trattamento. 

 

I dati sono conservati per il periodo strettamente necessario 

all’esecuzione del compito o della funzione di interesse pubblico e 

comunque nei termini di legge. 

In particolare, salvo esigenze legali che ne richiedano un tempo di 

conservazione più lungo, i dati sono conservati per un massimo di 

7 giorni. 

Decorso tale periodo, i dati sono cancellati con modalità 

automatica 

 

 
DESTINATARI 
 

 
A CHI POSSONO ESSERE COMUNICATI 

 

A chi potremmo 

trasmettere i 

Suoi dati? 

Per le finalità del 

trattamento indicate in questa 

Informativa potremmo 

trasmettere alcuni Suoi dati a 

soggetti esterni che agiscono 

come titolari e/o responsabili 

del trattamento.  

 

 

 

 

 

I dati possono essere trattati da soggetti esterni operanti in 

qualità di titolari quali, ad esempio, le Forze dell’Ordine o l’Autorità 

Giudiziaria e, in generale, soggetti, anche privati, legittimati a 

richiedere i dati, nonché i fornitori che si occupano della 

manutenzione degli impianti o di altri servizi relativi alla 

videosorveglianza 

 

I dati non sono oggetto di diffusione (la pubblicazione su internet 

equivale a diffusione) 

 
AUTORIZZATI 
 

 
CHI PUÒ TRATTARE I DATI 

 

Chi sono i 

soggetti 

autorizzati a 

 

I dati possono essere conosciuti da personale specificamente 

autorizzato e formato in relazione ai compiti e alle mansioni 

assegnate 

https://www.comune.dambel.tn.it/Amministrazione/Documenti-e-dati/Documenti-funzionamento-interno/Disciplinare-Programma-per-utilizzo-impianti-videosorveglianza
https://www.comune.dambel.tn.it/Amministrazione/Documenti-e-dati/Documenti-funzionamento-interno/Disciplinare-Programma-per-utilizzo-impianti-videosorveglianza
https://www.comune.dambel.tn.it/Amministrazione/Documenti-e-dati/Documenti-funzionamento-interno/Disciplinare-Programma-per-utilizzo-impianti-videosorveglianza
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trattare i Suoi 

dati?  

I Suoi dati potranno essere 

trattati dai dipendenti e 

collaboratori dell’Ente. 

 

 
TRASFERIMENTO 
 

 
TRASFERIMENTO DEI DATI IN PAESI EXTRA UE 

 

I Suoi dati 

potranno essere 

trasferiti 

all’estero in 

Paesi fuori dall’Unione 

Europea? 

I Suoi dati potrebbero essere 

trasferiti in Paesi extra-europei. 

In caso di trasferimento di dati 

all’estero Le garantiamo il 

rispetto dei requisiti di legge 

per il trasferimento. 

 

 

I dati non sono oggetto di trasferimento delle banche dati fuori 

dall’Unione Europea  

 
OBBLIGATORIETÀ 
 

 
OBBLIGATORIETÀ DEL CONFERIMENTO DEI DATI 

 

Perché è 

necessario il 

conferimento 

dei Suoi dati? 

Per alcune 

finalità del trattamento è 

necessario che Lei conferisca i 

Suoi dati, senza i quali non 

potremo fornirLe i nostri 

servizi. Per altre, Lei è libero di 

non conferire i Suoi dati; in tal 

caso, il servizio ulteriore non 

sarà erogato. 

 

 

 

 

 

 

 

 

Il conferimento dei dati ha natura obbligatoria. Il mancato 

conferimento comporta l’impossibilità di accedere o transitare 

nell’area videosorvegliata 

 

 
DIRITTI 
 

 
I DIRITTI DELL’INTERESSATO  

 

Quali sono i Suoi 

diritti? 

Può esercitare i 

diritti che Le 

sono 

I diritti dell'interessato sono (artt. 15 e ss. del GDPR): 

− richiedere la conferma dell'esistenza o meno dei dati che lo 

riguardano 

− diritto di accesso ai dati personali (in forma intelligibile) e alle 

informazioni relative al trattamento cui è sottoposto (finalità e 

modalità, categorie di dati personali e fonte di raccolta, 
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riconosciuti dagli artt. 15-22 del 

Regolamento Europeo 

679/2016 e, se pertinenti, dagli 

artt. 9-14 del d.lgs. 51/2018. Ad 

esempio, può chiedere al 

titolare l’accesso ai dati che la 

riguardano, la loro 

cancellazione, rettifica, 

integrazione, nonché la 

limitazione del trattamento. 

Può inoltre proporre reclamo 

all’Autorità di controllo 

competente. 

destinatari delle comunicazioni, in particolare se verso paesi 

terzi, periodo di conservazione, i diritti esercitabili, tra cui il 

diritto di proporre reclamo all’Autorità Garante) 

− ottenere la rettifica (aggiornare, correggere o integrare i dati 

che lo riguardano) 

− ottenere la cancellazione (diritto all’oblio), la limitazione o la 

trasformazione in forma anonima o il blocco dei dati trattati in 

violazione di legge 

− non essere sottoposto a processi decisionali automatizzati, 

compresa la profilazione 

 

L’esercizio dei diritti è esercitabile utilizzando il modulo 

predisposto dall’Autorità Garante e disponibile al seguente link: 

https://www.garanteprivacy.it/home/modulistica-e-servizi-online . 

 

L’interessato può opporsi in qualsiasi momento, per motivi 

connessi alla sua situazione particolare, al trattamento dei dati 

personali che lo riguardano, compresa la profilazione (DIRITTO DI 

OPPOSIZIONE - art. 21 GDPR) 

 

DIRITTO DI RECLAMO 

L’interessato, qualora ritenga che il trattamento dei dati personali 

avvenga in violazione del GDPR, può proporre reclamo al Garante 

per la protezione dei dati personali 

(https://www.garanteprivacy.it/home/docweb/-/docweb-

display/docweb/4535524 ) o adire le opportune sedi giudiziarie 

 
MODIFICHE E AGGIORNAMENTI: la presente informativa può essere soggetta a modifiche e/o integrazioni. 

 

Versione di data 14/01/2026 

 

https://www.garanteprivacy.it/home/modulistica-e-servizi-online
https://www.garanteprivacy.it/home/docweb/-/docweb-display/docweb/4535524
https://www.garanteprivacy.it/home/docweb/-/docweb-display/docweb/4535524

